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years beyond the period covered by the
exemption.

[45 FR 14481, Mar. 5, 1980, as amended at 53
FR 19245, May 27, 1988]

§ 25.13 Maintenance of records.
(a) Each licensee or organization em-

ploying individuals approved for per-
sonnel security access authorization
under this part, shall maintain records
as prescribed within the part. These
records are subject to review and in-
spection by CSA representatives during
security reviews.

(b) Each record required by this part
must be legible throughout the reten-
tion period specified by each Commis-
sion regulation. The record may be the
original or a reproduced copy or a
microform provided that the copy or
microform is authenticated by author-
ized personnel and that the microform
is capable of producing a clear copy
throughout the required retention pe-
riod. The record may also be stored in
electronic media with the capability
for producing legible, accurate, and
complete records during the required
retention period. Records such as let-
ters, drawings, specifications, must in-
clude all pertinent information such as
stamps, initials, and signatures. The li-
censee shall maintain adequate safe-
guards against tampering with and loss
of records.

[45 FR 14481, Mar. 5, 1980, as amended at 53
FR 19245, May 27, 1988; 62 FR 17687, Apr. 11,
1997]

ACCESS AUTHORIZATIONS

§ 25.15 Access permitted under ‘‘Q’’ or
‘‘L’’ access authorization.

(a) A ‘‘Q’’ access authorization per-
mits an individual access on a need-to-
know basis to (1) Secret and Confiden-
tial Restricted Data and (2) Secret and
Confidential National Security Infor-
mation including intelligence informa-
tion, CRYPTO (i.e., cryptographic in-
formation) or other classified commu-
nications security (COMSEC) informa-
tion.

(b) An ‘‘L’’ access authorization per-
mits an individual access on a need-to-
know basis to Confidential Restricted
Data and Secret and Confidential Na-
tional Security Information other than
the categories specifically included in

paragraph (a) of this section. In addi-
tion, access to certain Confidential
COMSEC information is permitted as
authorized by a National Communica-
tions Security Committee waiver dated
February 14, 1985.

(c) Each employee of the Commission
is processed for one of the two levels of
access authorization. Licensees and
other persons will furnish National Se-
curity Information and/or Restricted
Data to a Commission employee on of-
ficial business when the employee has
the appropriate level of NRC access au-
thorization and need-to-know. Some
individuals are permitted to begin NRC
employment without an access author-
ization. However, no NRC employee
shall be permitted access to any classi-
fied information until the appropriate
level of access authorization has been
granted to that employee by NRC.

[45 FR 14481, Mar. 5, 1980, as amended at 47
FR 9195, Mar. 4, 1982; 50 FR 36984, Sept. 11,
1985]

§ 25.17 Approval for processing appli-
cants for access authorization.

(a) Access authorizations must be re-
quested for licensee employees or other
persons (e.g., 10 CFR part 2, subpart I)
who need access to classified informa-
tion in connection with activities
under 10 CFR parts 50, 52, 54,70, 72, or
76.

(b) The request must be submitted to
the facility CSA. If the NRC is the
CSA, the procedures in § 25.17 (c) and
(d) will be followed. If the NRC is not
the CSA, the request will be submitted
to the CSA in accordance with proce-
dures established by the CSA. The NRC
will be notified of the request by a let-
ter that includes the name, Social Se-
curity number and level of access au-
thorization.

(c) The request must include a com-
pleted personnel security packet (see
§ 25.17(d)) and request form (NRC Form
237) signed by a licensee, licensee con-
tractor official, or other authorized
person.

(d)(1) Each personnel security packet
submitted must include the following
completed forms:

(i) Questionnaire for National Secu-
rity Positions (SF–86, Parts 1 and 2)
(Part 2 is to be completed by the appli-
cant and placed in a sealed envelope
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